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1
Decision/action requested

This contribution proposes to update the procedure for authorization of AF/5GC NF exposure in TS 33.533.
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3
Rationale

Procedures for Ranigng/SL Positioning Service Exposure to the AF are defined in the latest version of TS 23.273 [1]. Hence this pCR proposes to resolve the related Editor’s Note in clause 6.3.3 of TS 33.533 [2] by updating the references of TS 23.273.

The authorization of service exposure to AF/5GC NF can be divided into service-level and UE-level. For the service-level, the NEF/GMLC shall determine whether the AF/5GC NF can send the LCS request to trigger the Ranging/SL Positioning measurement. The authorization mechanism defined in clause 12.4 or 13.4 of TS 33.501 [3] should be used. For the UE-level, the GMLC shall determine whether the UE grants permission for the Ranging/SL Positioning exposure. The UE Ranging/SL Positioning privacy profile should be used for privacy verification. If UEs grant authorization which is restricted in a certain area, the GMLC shall interact with the AMF(s) to request the network provided location information and determines whether the privacy preference is satisfied.
As defined in TS 23.586 [4], inter-PLMN operation is supported for Ranging services, e.g. the Target UE is registered to PLMN A and the Reference UE is registered to PLMN B. To authorize all the involved UEs, the GMLC in one PLMN shall send the authorization request to the GMLC in another PLMN to get the authorization result of the UE in another PLMN.
Therefore, this pCR also proposes to update the procedure for authorization of AF/5GC NF for Ranging/SL Positioning service exposure.
4
Detailed proposal

*************** Start of the Change ****************

6.3.3
Procedures for authorization of AF/5GC NF for Ranging/SL positioning service exposure
For the authorization of the AF or 5GC NF for Ranging/SL Positioning service exposure, the MT-LR procedure specified in clause 6.20 of TS 23.273 [3] is taken as the baseline. The AF/5GC NF shall be authorized by the NEF or the GMLC for using the service as specified in clause 12.4 or 13.4 of TS 33.501 [x]. The privacy verification shall be performed by the GMLC towards all the involved UEs including the Target UE and Reference/Located UEs. If none of the UEs grants or one of the UEs does not grant permission for Ranging/SL Positioning exposure, the GMLC shall reject the service request from the AF/5GC NF.


· When receiving the Ranging/SL Positioning service request from the AF/5GC NF, the GMLC interacts with the UDM to check the UE privacy profile. The UE LCS Privacy Profile defined in clause 5.4.2 of TS 23.273 [3] is taken as the baseline for the UE privacy profile for Ranging/SL positioning services.
Editor’s Note: the details of the content of UE privacy profile for Ranging/SL positioning services is FFS.

If the UE(s) grants authorization which is restricted in a certain area, the GMLC shall interact with the corresponding AMF(s) to request the network provided location information by using the Namf_Location_ProvideLocationInfo service operation. Based on the UE Ranging/SL Positioning privacy profile, the GMLC may also include an indication of a privacy related action. If the indicator of privacy check related action indicates that the UE must either be notified or notified with privacy verification, a notification invoke message is sent to the UE if the signalling connection established. However, if the Ranging/SL Positioning service is disallowed by the UE, or signalling connection establishment fails and UE notification is required, the AMF shall provide failure response to the GMLC.
If the involved UEs belong to different PLMNs (e.g. UE1 belongs to PLMN1, UE2 belongs to PLMN2), the GMLC shall also invoke the Ngmlc_Authorization_Get service operation to the GMLC in PLMN2 (i.e. GMLC2). GMLC2 shall check the authorization of UE2 and return the authorization result to GMLC1.

NOTE x:
Once receiving the Ranging/SL positioning service request containing UE Application Layer ID, GMLC1 determines GMLC2 address based on local configuration or by the NRF query. 

*************** End of the Change ****************
